
Assignment 3: Web Communication, DOM 

Management, and Cybersecurity Threats 

Part 1: Synchronous and Asynchronous Communication 

Introduction to Communication Models 

In computer systems and web development, communication between components can occur in 

two fundamental ways: synchronously or asynchronously. Understanding these models is crucial 

for designing efficient and responsive applications. 

Synchronous Communication 

Definition: Synchronous communication is a blocking communication model where the sender 

waits for a response from the receiver before continuing with other operations. The sender and 

receiver must be synchronized in time, operating in a coordinated manner. 

Characteristics: 

• Blocking Nature: The calling process waits until the operation completes 

• Sequential Execution: Operations occur one after another in order 

• Immediate Response: Response is expected immediately after the request 

• Time Coupling: Sender and receiver must be available at the same time 

• Predictable Flow: Easy to understand and follow the program flow 

How It Works: In synchronous communication, when a client sends a request to a server, the 

client's execution stops and waits for the server's response. Only after receiving the response 

does the client continue with subsequent operations. This is similar to a phone call where both 

parties must be present and engaged simultaneously. 

Examples: 

• Traditional function calls in programming 

• Synchronous HTTP requests (deprecated XMLHttpRequest in blocking mode) 

• Database queries that block until results return 

• RPC (Remote Procedure Calls) in blocking mode 

• Video conferencing and phone calls 

• Synchronous APIs where the caller waits for results 

Advantages: 

• Simple to understand and implement 

• Easier to debug and trace program flow 

• Guarantees order of execution 



• Immediate error handling 

• Consistent state management 

• Natural programming model for sequential tasks 

Disadvantages: 

• Can cause application freezing or unresponsiveness 

• Poor resource utilization (waiting time is wasted) 

• Scalability issues under high load 

• Reduced user experience due to blocking 

• Cannot perform multiple operations simultaneously 

• System remains idle during waiting periods 

Use Cases: 

• Critical operations requiring immediate confirmation 

• Transactions requiring strict ordering 

• Simple scripts and utilities 

• Operations where waiting is acceptable 

• Real-time interactive systems 

Asynchronous Communication 

Definition: Asynchronous communication is a non-blocking communication model where the 

sender does not wait for a response and can continue with other operations. The response is 

handled separately when it becomes available. 

Characteristics: 

• Non-Blocking Nature: The calling process continues without waiting 

• Concurrent Execution: Multiple operations can occur simultaneously 

• Delayed Response: Response comes at a later time 

• Time Decoupling: Sender and receiver don't need simultaneous availability 

• Callback/Promise Based: Uses callbacks, promises, or async/await patterns 

How It Works: In asynchronous communication, when a client sends a request, it immediately 

continues executing other code. The response is handled through callbacks, promises, or event 

handlers when it arrives. This is similar to sending an email where you can continue working 

while waiting for a reply. 

Examples: 

• AJAX requests in web applications 

• Fetch API and modern HTTP requests 

• JavaScript Promises and async/await 

• Message queues (RabbitMQ, Apache Kafka) 



• Email communication 

• Event-driven architectures 

• WebSockets for real-time updates 

• Node.js I/O operations 

Advantages: 

• Better resource utilization 

• Improved application responsiveness 

• Enhanced user experience (no freezing) 

• Better scalability for concurrent operations 

• Efficient handling of long-running tasks 

• Can perform multiple operations in parallel 

Disadvantages: 

• More complex to implement and understand 

• Difficult to debug and trace execution flow 

• Potential for race conditions 

• Error handling is more complex 

• Callback hell (though mitigated by promises/async-await) 

• Unpredictable execution order 

Use Cases: 

• Web applications making API calls 

• Real-time applications (chat, notifications) 

• Long-running background processes 

• File uploads and downloads 

• Database operations in web servers 

• IoT device communication 

• Microservices architectures 

Comparison Table 

Aspect Synchronous Asynchronous 

Blocking Yes No 

Execution Sequential Concurrent 

Response Time Immediate Delayed 

Complexity Simple Complex 

Resource Usage Poor Efficient 

User Experience Can freeze Responsive 

Scalability Limited Excellent 

Error Handling Straightforward Complex 



Aspect Synchronous Asynchronous 

Programming Model Natural Requires patterns 

Modern Web Development 

Modern web applications predominantly use asynchronous communication for better user 

experience. JavaScript's evolution with Promises and async/await syntax has made asynchronous 

programming more manageable while maintaining its benefits. 

Example Pattern: 

- Old: Callbacks (callback hell) 

- Better: Promises (.then() chains) 

- Best: Async/await (readable asynchronous code) 

 

Part 2: DOM, Sessions, and Cookies 

The Document Object Model (DOM) 

Definition: The Document Object Model is a programming interface for HTML and XML 

documents. It represents the page structure as a tree of objects that can be manipulated with 

scripting languages like JavaScript. 

Structure: The DOM represents a document as a hierarchical tree structure where: 

• The document is the root 

• HTML elements are nodes 

• Element attributes are properties 

• Text content is within text nodes 

• Elements can have parent-child relationships 

Key Characteristics: 

• Platform Independent: Works across different platforms 

• Language Neutral: Can be accessed by various programming languages 

• Dynamic: Can be modified after page load 

• Standardized: Maintained by W3C (World Wide Web Consortium) 

DOM Manipulation: JavaScript can interact with the DOM to: 

• Select elements (getElementById, querySelector) 

• Modify content (innerHTML, textContent) 

• Change styles (style property) 

• Add/remove elements (createElement, appendChild, removeChild) 

• Handle events (addEventListener) 

• Traverse the tree (parentNode, childNodes, nextSibling) 



Importance: The DOM enables dynamic, interactive web pages. Without it, web pages would be 

static. It's the foundation of modern web applications, allowing real-time updates, user 

interactions, and single-page applications. 

Sessions 

Definition: A session is a semi-permanent interactive information exchange between a client and 

server. It maintains state and user information across multiple HTTP requests. 

Purpose: HTTP is stateless, meaning each request is independent. Sessions provide a way to 

maintain state across multiple page requests, creating a continuous user experience. 

How Sessions Work: 

1. User visits a website 

2. Server creates a unique session ID 

3. Session ID is sent to client (usually via cookie) 

4. Client sends session ID with each subsequent request 

5. Server uses session ID to retrieve user's session data 

6. Session expires after inactivity or logout 

Session Storage: Session data is stored on the server (not the client) in: 

• Memory (fast but lost on restart) 

• File system (persistent but slower) 

• Database (scalable and persistent) 

• Redis/Memcached (fast and distributed) 

Use Cases: 

• User authentication and login states 

• Shopping carts in e-commerce 

• Multi-step forms 

• User preferences during visit 

• Temporary data storage 

• Access control and authorization 

Advantages: 

• Secure (data stored on server) 

• Can store large amounts of data 

• Not exposed to client manipulation 

• Automatic expiration management 

Disadvantages: 



• Server resource consumption 

• Scalability challenges in distributed systems 

• Requires session management overhead 

• Lost if server restarts (unless persisted) 

Cookies 

Definition: Cookies are small pieces of data stored on the client's computer by the web browser. 

They are sent to the server with every HTTP request to the same domain. 

Types of Cookies: 

1. Session Cookies: Temporary, deleted when browser closes 

2. Persistent Cookies: Have expiration date, remain after browser closes 

3. First-Party Cookies: Set by the website you're visiting 

4. Third-Party Cookies: Set by external domains (ads, analytics) 

5. Secure Cookies: Only transmitted over HTTPS 

6. HttpOnly Cookies: Inaccessible to JavaScript (prevents XSS) 

7. SameSite Cookies: Controls cross-site request behavior 

Cookie Attributes: 

• Name: Cookie identifier 

• Value: Data stored in the cookie 

• Domain: Which domain can access the cookie 

• Path: URL path where cookie is valid 

• Expires/Max-Age: When cookie expires 

• Secure: Only sent over HTTPS 

• HttpOnly: Not accessible via JavaScript 

• SameSite: Cross-site request policy 

How Cookies Work: 

1. Server sends Set-Cookie header in HTTP response 

2. Browser stores the cookie 

3. Browser sends cookie with subsequent requests to same domain 

4. Server reads cookie data from request headers 

5. Process continues until cookie expires or is deleted 

Use Cases: 

• Session identification and tracking 

• User preferences and settings 

• Authentication tokens 

• Shopping cart persistence 

• Analytics and tracking 



• Personalization 

• Remember me functionality 

• Language and region preferences 

Advantages: 

• Simple to implement 

• Automatically sent with requests 

• Widely supported across browsers 

• Can persist after browser closes 

• Small storage footprint on server 

Disadvantages: 

• Limited storage size (typically 4KB) 

• Sent with every request (bandwidth overhead) 

• Security vulnerabilities if not properly configured 

• Privacy concerns with tracking 

• Can be deleted by users 

• Subject to browser limitations 

Sessions vs Cookies Comparison 

Aspect Sessions Cookies 

Storage Location Server Client (Browser) 

Data Size Large (no practical limit) Small (4KB limit) 

Security More secure Less secure 

Bandwidth Only session ID sent Full data sent each request 

Lifespan Until timeout or logout Can be permanent 

Server Load Higher (stores data) Lower (only validates) 

Access Server-side only Client and server 

Performance Slower (server lookup) Faster (local access) 

Common Pattern: Most web applications use both: cookies store the session ID, while the 

actual session data is stored on the server. This combines the convenience of cookies with the 

security of server-side storage. 

 

Part 3: Malware and Cybersecurity Threats 

What is Malware? 



Definition: Malware (malicious software) is any software intentionally designed to cause 

damage to a computer, server, client, or computer network. It encompasses various types of 

harmful software that can steal, encrypt, or delete data, alter or hijack core computing functions, 

and spy on computer activity. 

Purpose of Malware: 

• Stealing sensitive information (passwords, financial data) 

• Gaining unauthorized access to systems 

• Disrupting computer operations 

• Spying on users without their knowledge 

• Extorting money from victims 

• Using computer resources without permission 

• Political or ideological attacks 

• Corporate espionage 

How Malware Spreads: 

• Email attachments and phishing 

• Malicious websites and downloads 

• Software vulnerabilities and exploits 

• USB drives and removable media 

• Social engineering tactics 

• Drive-by downloads 

• Peer-to-peer file sharing 

• Infected advertisements (malvertising) 

Common Indicators of Malware Infection: 

• Slow computer performance 

• Unexpected pop-ups and advertisements 

• System crashes and freezing 

• Unknown programs running at startup 

• Changed browser homepage or settings 

• Disabled antivirus software 

• Unexpected network activity 

• Missing or encrypted files 

• Unauthorized account access 

 

Part 4: Types of Malware - Detailed Differentiation 

1. Viruses 



Definition: A computer virus is a type of malware that attaches itself to legitimate programs or 

files and spreads from one computer to another when the infected program is executed. Like 

biological viruses, computer viruses require a host and human action to spread. 

Characteristics: 

• Requires Host: Must attach to an executable file or program 

• Needs Execution: Only activates when infected file runs 

• Self-Replicating: Copies itself to other files 

• Human Action Required: User must run the infected program 

• Can Remain Dormant: May not activate immediately 

How Viruses Work: 

1. User executes infected file 

2. Virus code runs alongside legitimate program 

3. Virus searches for other files to infect 

4. Attaches its code to new files 

5. May execute malicious payload 

6. Spreads when infected files are shared 

Types of Viruses: 

• File Infector Viruses: Attach to executable files (.exe, .com) 

• Boot Sector Viruses: Infect master boot record of hard drives 

• Macro Viruses: Embedded in document macros (Word, Excel) 

• Polymorphic Viruses: Change their code to evade detection 

• Stealth Viruses: Hide from antivirus software 

• Multipartite Viruses: Infect multiple parts of the system 

Examples: 

• ILOVEYOU virus (2000) 

• Melissa virus (1999) 

• CIH/Chernobyl virus (1998) 

Impact: 

• File corruption and deletion 

• System instability 

• Data loss 

• Spreading to other systems via file sharing 

• Reduced system performance 

Prevention: 



• Install and update antivirus software 

• Don't open suspicious email attachments 

• Scan downloads before opening 

• Keep software updated 

• Use caution with USB drives 

2. Worms 

Definition: A worm is a self-replicating malware that spreads across networks without requiring 

a host file or human action. Unlike viruses, worms are standalone programs that can propagate 

independently. 

Characteristics: 

• Self-Contained: Complete standalone programs 

• Self-Replicating: Automatically copies itself 

• Network Spreading: Uses network connections to propagate 

• No Host Required: Doesn't need to attach to files 

• No Human Action Needed: Spreads automatically 

• Rapid Propagation: Can spread extremely quickly 

How Worms Work: 

1. Worm scans network for vulnerable systems 

2. Exploits security vulnerabilities 

3. Copies itself to the new system 

4. Process repeats from newly infected system 

5. Can consume network bandwidth rapidly 

6. May carry additional malicious payloads 

Common Spreading Methods: 

• Email (sending copies to contacts) 

• Network vulnerabilities and exploits 

• File-sharing networks 

• Instant messaging applications 

• Social media platforms 

• Security holes in operating systems 

Types of Worms: 

• Email Worms: Spread via email attachments 

• Internet Worms: Exploit web vulnerabilities 

• IM Worms: Spread through instant messaging 

• File-Sharing Worms: Use P2P networks 

• Network Worms: Exploit network protocols 



Examples: 

• WannaCry (2017) - Ransomware worm 

• Conficker/Downadup (2008) 

• SQL Slammer (2003) 

• Code Red (2001) 

• Morris Worm (1988) - First major worm 

Impact: 

• Network congestion and slowdown 

• System resource consumption 

• Mass data theft 

• DDoS attack facilitation 

• Widespread system crashes 

• Economic damage from downtime 

Key Difference from Viruses: Viruses need human action and host files; worms spread 

automatically without either requirement, making them more dangerous for rapid, widespread 

infection. 

Prevention: 

• Keep systems and software patched 

• Use firewalls and network segmentation 

• Implement intrusion detection systems 

• Disable unnecessary network services 

• Regular security updates 

• Network monitoring 

3. Trojans (Trojan Horses) 

Definition: A Trojan horse is malware that disguises itself as legitimate, useful software to trick 

users into installing it. Unlike viruses and worms, Trojans do not self-replicate. 

Characteristics: 

• Deceptive: Appears as legitimate software 

• Non-Replicating: Does not copy itself 

• User Installation: Requires user to install it 

• Hidden Functionality: Performs undisclosed malicious actions 

• Backdoor Creation: Often creates access for attackers 

• Social Engineering: Relies on tricking users 

How Trojans Work: 



1. Trojan disguised as useful program (game, utility, update) 

2. User downloads and installs the program 

3. Trojan executes alongside or instead of legitimate function 

4. Opens backdoor or performs malicious actions 

5. May download additional malware 

6. Attacker gains control of system 

Types of Trojans: 

• Backdoor Trojans: Provide remote access to attackers 

• Banking Trojans: Steal financial information 

• Downloader Trojans: Download additional malware 

• DDoS Trojans: Use system for distributed attacks 

• Spy Trojans: Monitor and steal data 

• Remote Access Trojans (RATs): Full system control 

• Fake Antivirus: Pretends to be security software 

• SMS Trojans: Target mobile devices 

Examples: 

• Zeus/Zbot (banking Trojan) 

• Emotet (initially banking Trojan, evolved) 

• TrickBot (banking Trojan) 

• Remote Access Trojans like DarkComet 

Impact: 

• Unauthorized system access 

• Data theft (passwords, credit cards) 

• Identity theft 

• System hijacking 

• Additional malware installation 

• Privacy violations 

• Financial loss 

Name Origin: Named after the Greek story of the Trojan Horse - a deceptive gift that allowed 

enemies to enter the city of Troy. 

Key Difference from Viruses and Worms: Trojans don't replicate themselves and rely entirely 

on social engineering to trick users into installation. 

Prevention: 

• Download software only from trusted sources 

• Verify software authenticity 

• Use antivirus and anti-malware tools 



• Be skeptical of too-good-to-be-true offers 

• Read user reviews before downloading 

• Keep security software updated 

4. Ransomware 

Definition: Ransomware is malware that encrypts or locks access to a victim's data or system, 

demanding payment (ransom) for restoration. It's one of the most financially damaging types of 

malware. 

Characteristics: 

• Encryption: Locks files using strong encryption 

• Extortion: Demands payment for decryption key 

• Time Pressure: Often includes countdown timers 

• Payment Method: Usually cryptocurrency (Bitcoin) 

• Data Hostage: Files remain encrypted without payment 

• Evolving: Increasingly sophisticated attack methods 

How Ransomware Works: 

1. Ransomware enters system (phishing, exploit, etc.) 

2. Executes and begins scanning for files 

3. Encrypts important files with strong encryption 

4. Displays ransom note with payment instructions 

5. Sets deadline for payment 

6. Demands payment in cryptocurrency 

7. May (or may not) provide decryption after payment 

Types of Ransomware: 

• Crypto Ransomware: Encrypts files 

• Locker Ransomware: Locks entire system 

• Scareware: Fake warnings demanding payment 

• Doxware/Leakware: Threatens to publish stolen data 

• RaaS (Ransomware-as-a-Service): Sold to other criminals 

Attack Vectors: 

• Phishing emails with malicious attachments 

• Malicious websites and downloads 

• Exploiting software vulnerabilities 

• Remote Desktop Protocol (RDP) attacks 

• Compromised software updates 

• Social engineering 



Examples: 

• WannaCry (2017) - Affected 200,000+ computers worldwide 

• NotPetya (2017) - Caused billions in damages 

• Ryuk (2018-present) - Targets large organizations 

• CryptoLocker (2013) - One of the first major ransomware 

• REvil/Sodinokibi (2019-2021) 

Impact: 

• Complete data loss if no backup 

• Business operation disruption 

• Financial losses from ransom and downtime 

• Reputation damage 

• Legal and compliance issues 

• Recovery costs 

• Potential permanent data loss even after payment 

Notable Incidents: 

• Colonial Pipeline attack (2021) - US fuel supply disruption 

• Healthcare systems attacks - Patient care disruption 

• Municipal government attacks - Public service disruption 

Why It's Effective: 

• Strong encryption is unbreakable without key 

• Targets critical data and systems 

• Creates urgent time pressure 

• Exploits human psychology 

• Low risk for attackers (cryptocurrency anonymity) 

Key Difference from Other Malware: Ransomware's primary goal is direct financial extortion, 

not stealth or long-term access. It announces itself explicitly with ransom demands. 

Prevention and Protection: 

• Regular automated backups (offline/offsite) 

• Keep all software patched and updated 

• Security awareness training 

• Email filtering and scanning 

• Network segmentation 

• Access controls and least privilege 

• Endpoint protection software 

• Incident response planning 

• Never open suspicious email attachments 



• Verify email senders before clicking links 

If Infected: 

• Disconnect from network immediately 

• Don't pay ransom (no guarantee of decryption) 

• Report to law enforcement 

• Consult cybersecurity professionals 

• Restore from backups if available 

• Use available decryption tools (some exist) 

5. Spyware 

Definition: Spyware is malware that secretly monitors and collects information about a user's 

activities, personal information, and browsing habits without their knowledge or consent. 

Characteristics: 

• Covert Operation: Runs hidden in background 

• Information Gathering: Monitors user activity 

• Privacy Invasion: Collects personal data 

• Stealth: Difficult to detect 

• Persistent: Remains on system 

• Data Transmission: Sends information to third parties 

How Spyware Works: 

1. Installs secretly or bundled with legitimate software 

2. Runs silently in background 

3. Monitors user activities (keystrokes, websites, files) 

4. Collects data (passwords, credit cards, browsing) 

5. Transmits information to remote servers 

6. May modify system settings 

7. Continues collecting until removed 

Types of Spyware: 

• Keyloggers: Record every keystroke typed 

• Password Stealers: Capture login credentials 

• Banking Spyware: Targets financial information 

• Screen Scrapers: Capture screen content 

• Adware: Tracks browsing for targeted ads 

• System Monitors: Comprehensive activity tracking 

• Tracking Cookies: Monitor web browsing 

• Mobile Spyware: Target smartphones 



Information Collected: 

• Usernames and passwords 

• Credit card numbers 

• Banking information 

• Browsing history and habits 

• Email content and contacts 

• Personal identification information 

• Chat conversations 

• Keystrokes and screenshots 

• Location data (mobile devices) 

Examples: 

• FinFisher/FinSpy (government surveillance) 

• Pegasus (NSO Group - mobile spyware) 

• CoolWebSearch 

• Gator/GAIN 

• Various keyloggers 

Delivery Methods: 

• Bundled with free software 

• Malicious websites 

• Trojan horses 

• Security vulnerabilities 

• Physical access to device 

• Phishing attacks 

• Software exploits 

Impact: 

• Identity theft 

• Financial fraud 

• Privacy violations 

• Unauthorized account access 

• Blackmail potential 

• Corporate espionage 

• Reduced system performance 

• Legal liabilities 

Legitimate vs Malicious Spyware: Some monitoring software has legitimate uses (parental 

controls, employee monitoring, device tracking), but becomes spyware when installed without 

consent or knowledge. 



Key Difference from Other Malware: Spyware focuses on covert surveillance and data theft 

rather than system damage, disruption, or extortion. Its success depends on remaining 

undetected. 

Detection Signs: 

• Slow computer performance 

• Unexpected pop-up advertisements 

• Changed browser homepage 

• New toolbars or extensions 

• Redirected web searches 

• Unusual network activity 

• Overheating or battery drain (mobile) 

• Suspicious background processes 

Prevention: 

• Use reputable anti-spyware tools 

• Download software from trusted sources only 

• Read installation prompts carefully 

• Keep operating system and software updated 

• Use browser privacy extensions 

• Regular system scans 

• Strong passwords and 2FA 

• Be cautious with free software 

• Review app permissions (mobile) 

• Use VPN for sensitive activities 

Removal: 

• Use dedicated anti-spyware software 

• Run full system scans 

• Remove suspicious programs manually 

• Reset browser settings 

• Change all passwords after removal 

• Consider professional help for severe infections 

 

Summary Comparison Table 

Feature Virus Worm Trojan Ransomware Spyware 

Self-Replicates Yes Yes No No No 

Needs Host Yes No No No No 



Feature Virus Worm Trojan Ransomware Spyware 

Requires User 

Action 
Yes No Yes Varies Yes 

Spreads via 

Network 
Limited Yes No Yes Limited 

Primary Goal Damage/spread Spread/damage Access/control Extortion Surveillance 

Visibility Hidden Often visible Hidden Very visible Hidden 

Speed of Impact Slow Very fast Moderate Fast Slow 

Damage Type System/data Network/system Access/data 
Data 

encryption 
Privacy/data 

Conclusion 

Understanding the differences between malware types is crucial for implementing effective 

cybersecurity measures. While viruses and worms focus on replication and spreading, Trojans 

rely on deception, ransomware demands payment, and spyware operates in stealth mode. Each 

requires specific prevention strategies and detection methods. A comprehensive security 

approach includes updated antivirus software, regular backups, security awareness training, 

system updates, and careful online behavior. In today's interconnected world, cybersecurity 

awareness is not optional but essential for protecting personal and organizational assets. 

 


